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1
Introduction

Solutions #1, #2 and #11 contain some editor’s note and notes stating the following:
“Editor's note: Regarding service continuity: As non-3GPP credentials are limited to isolated networks per service requirement this section needs to be updated accordingly TS 22.261 [2], clause 8.3.”
However, TS 22.261 in particular the latest version 17.3.0 contain several requirements, in particular in Section 8.3, that make it clear that the use of non-3GPP credentials for NPNs is not only for isolated networks. The requirement related to isolated networks in Section 8.3 does not state that it is only applicable to isolated networks, and since this was a requirements for release 16 it simply was not removed in release 17, as SA WG1 typically extends requirements, not remove requirements. Below are some of the requirements that are part of TS 22.261 version 17.3.0: 
The 5G system shall support a suitable framework (e.g. EAP) allowing alternative (e.g. to AKA) authentication methods with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks.

NOTE 2: Non-public networks can use 3GPP authentication methods, identities, and credentials for a UE to access network but are also allowed to utilize non-AKA based authentication methods such as provided by the EAP framework.

The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third-party service provider.

The term NPN denotes both SNPNs and PNI-NPNs, and hence these requirements imply that the use of non-3GPP identities and credentials for NPNs is not restricted to isolated networks only. Therefore, this proposal is to remove the respective editor’s notes and notes in Solutions #1, #2, and #11, as it seems that nothing needs to be done to restrict any of the solutions as stated in the editor’s notes.
2
Proposal

It is proposed to remove the following editor’s notes in Solutions #1, #2, and #11 in TR 23.700-07.
* * * * Start of Change 1 * * * *
6.X6.1.2
Functional Description
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Figure 6.1.2-1: Standalone Non-public network supporting service continuity for services provided by the Home SP
NOTE 1:
Reference points between the SNPN and the Home SP need not be roaming interfaces (e.g. N12, N8, N10, N16…).

Editor's note:
The different cases when the SP credentials are PLMN credentials and the case when the SP credentials are SNPN credentials need to be individually addressed in detail.
The solution has the following assumptions:

-
A standalone non-public network has control plane and optionally user plane interfaces with one or more service providers. At the minimum, the 5GC of the SNPN needs to have an interface with the AUSF/UDM residing in the Service Provider.
-
SNPN access mode in the UE as defined in Rel-16 is not required to be supported because the network selection is controlled via configured lists (refer below to the "Equivalent Home Service Provider" list and "Service Provider Controlled Network Selector" list) which include a mix of both PLMN IDs and "service provider IDs" (i.e. PLMN ID + NID tuples) and the SNPN selection is fully integrated into PLMN selection as specified in TS 23.122 [5].
Editor's note: SA1 needs to clarify the service requirements for the solution and CT1 needs to confirm the solution and therefore the network selection proposal in this solution is FFS.
NOTE 2:
In Rel-16, the purpose of SNPN access mode was to serve as a 'switch' between SNPN selection (specified in TS 23.501 [4]) and PLMN selection (specified in TS 23.122 [5]) whereby the UE is instructed to use either SNPN selection or PLMN selection, but not both at the same time.

NOTE 3:
Rel-16 UEs are not impacted by this solution as they can continue using SNPN access mode.

The solution is based on the following principles:

-
The UE has subscription with Service Provider identified with a service provider ID. The service provider identifier may be identified by a PLMN ID or PLMN ID+NID.

-
When the Service Provider of the UE is identified by a PLMN ID, the UE subscription data and credentials are stored at the UDM/UDR and the UE uses USIM credentials. This is represented in Figure 6.1.2-1.

-
The stand-alone non-public network can provide local services to the UE using the architecture in Figure 6.1.1-1 or provide access to the Service Provider services using the architecture in Figure 6.1.2-1 or Figure 6.1.2-2.

-
When the Service Provider of the UE is identified by a PLMN ID, the standalone non-public network selects the session management function and PDU Session Anchor (PSA) in the SP to support PDU sessions that require service continuity using the architecture in Figure 6.1.2-1 or Figure 6.1.2-2.

-
Mobility in the absence of the N14 interface between SNPN and PLMN is handled by the "Existing PDU Session" indication in the PDU Session Establishment Request.

-
When the Service Provider of the UE is a SNPN, the UE subscription data and credentials are maintained by the SNPN. This is represented in Figure 6.1.2-3, where UE has subscription with the Service Provider which is a SNPN and the UE is authorized to services provided by the SNPN.

-
The NG-RAN nodes in the standalone non-public network broadcasts the following:

-
List of combined PLMN IDs and NIDs identifying the standalone non-public networks to which the NG-RAN provides access.

-
The UE shall be configured with the following:

-
Subscriber identifier and credentials for the subscribed service provider (which is identified by PLMN ID or a combination of PLMN ID and NID).
-
A "Service Provider Controlled Network Selector" list which is modelled based on the Operator Controlled PLMN Selector with Access Technology list defined in TS 23.122 [5].This list can include both PLMN ID and combination of PLMN ID and NID ranked in priority order. In addition, the UE may be configured with an "Equivalent Home Service Provider" list which is modelled based on the EHPLMN list defined in TS 23.122 [5].
-
The above information can be updated by a Home SP (for its subscription) using the UE Configuration Update procedure as defined in TS 23.502 [6] clause 4.2.4.2. An alternative is to use the UE parameter update procedure and other provisioning methods can be considered by Stage 3 WGs.
If the Rel-17 UE does not need to be prevented from attempting to register with a Rel-16 SNPN completely (i.e. not even make a single attempt), the Rel-17 UE may attempt to connect to a Rel-16 SNPN (e.g. because the serving SNPN identity is configured in the UE configured lists). In this case the SNPN rejects the registration attempt with an appropriate rejection cause specified in TS 24.501 [8] e.g. #74 (Temporarily not authorized for this SNPN) or #75 (Permanently not authorized for this SNPN). This will prevent the Rel-17 UEs (either temporarily or permanently) from future registration attempts with this SNPN.

If the Rel-17 UE needs to be prevented from attempting to register with a Rel-16 SNPN completely (i.e. not even make a single attempt), then it is proposed to use a new SIB indication (with the meaning "access using Home SP credentials is supported") so that Rel-17 UEs can only attempt to connect to an SNPN using Home SP credentials when this indication is advertised. For introducing this indication, co-ordination with RAN2 is required.


* * * * End of Change 1 * * * *
* * * * Start of Change 2 * * * *
6.2.2.2
Architectures

Registration with V-SNPNs and access to data networks located in the V-SNPN or the Home SP is supported based on the following architectures:

1)
5GS architecture for local breakout scenarios as documented in TS 23.501 [4] clause 4.2.4 with the V-SNPN taking the role of the V-PLMN and the Home SP taking the role of the HPLMN (Figure 6.2.2.2-1).


This architecture enables access to V-SNPN services (e.g. local IP access or Internet access).

Editor’s note:
it should actually be stated that the Home SP takes the role of subscription and credentials provider (authentication is in scope).

2)
5GS architecture for home-routed scenarios as documented in TS 23.501 [4] clause 4.2.4) with the V-SNPN taking the role of the V-PLMN and the Home SP taking the role of the HPLMN (Figure 6.2.2.2-2).

-
This architecture enables access to Home SP services using a home-routed PDU session.


* * * * End of Change 2 * * * *
* * * * Start of Change 3 * * * *
6.2.3.3
Session continuity support

If a UE is registered with a V-SNPN using a Home SP subscription moves to a different V-SNPN that supports access using Home SP credentials for the same Home SP but no N14 interface between source and target V-SNPN, then the UE attempts to transfer PDU sessions to the target V-SNPN using the PDU Session Establishment procedure with Existing PDU Session indication as defined in TS 23.502 [6] clause 4.3.2.2.

If a UE is registered with a V-SNPN using a Home SP subscription (where Home SP = PLMN) moves to a PLMN which does not support the N14 interface between V-SNPN and PLMN, then the UE attempts to transfer PDU sessions to the PLMN using the PDU Session Establishment procedure with Existing PDU Session indication as defined in TS 23.502 [6] clause 4.3.2.2.
If a UE is registered with a PLMN and moves to a V-SNPN that supports access using Home SP credentials for the UE's HPLMN but does not support the N14 interface between V-SNPN and PLMN, then the UE attempts to transfer PDU sessions to the target V-SNPN using the PDU Session Establishment procedure with Existing PDU Session indication as defined in TS 23.502 [6] clause 4.3.2.2.

NOTE 1:
Session continuity is only supported for PDU sessions anchored in the Home SP network.

Editor's note:
The need to support access to SNPNs using a PLMN subscription (and the related changes to the PLMN selection procedure) will be determined during conclusion of the study.


* * * * End of Change 3 * * * *
* * * * Start of Change 4 * * * *
6.11.1
Introduction 

This solution is based on solution #1 and #2. Current solution #1 and #2 are fully relying on UE’s own decision to select and move from one SNPN network to another, so there are some gaps: 

-
The solution #1 and #2 rely on the preconfigured network selector list (“ operator controlled Network selector” list (for solution 1) or “Home SP subscription information” (for solution 2)), which lists the preferred service SNPN networks or roaming groups list, to select the service SNPN network. There are scenarios which the preconfigured network selector list is outdated or not sufficient which leads UE to select and camp on a SNPN that is not the best desirable to the SP, so SP should be able to have way to trigger UE moving to another more suitable network as early as possible, without waiting for UE to start another network selection only when UE is losing the network coverage of the service network, as defined in current solution.

-
Due to the nature of SNPN deployment, the SP who owns UE subscription may have SLAs with different SNPNs in a same location for different services. The SP may be basing on its business or applications needs to direct UE to different SNPN networks while UE is connecting to a SNPN. E.g. if the hotspot SNPN is overload or others issue to restrict the new incoming UEs to access this SNPN, the SP may direct some low priority UEs of its own in that SNPN to another SNPN which has the coverage of the area and has the SLA with. 

Therefore, this solution to propose to add network assistance to steer UE to a more suitable network, by adding network steering indication with the preferred network information to the UE, in order to trigger UE to move to that indicated network. 

Editor's note: How the service provider knows whether a more suitable network is available is FFS. The benefit of an explicit "switch" indication, and any interactions with existing principles, compared to sending an updated list of preferred networks that already are listed in priority order (as proposed in solution 1 and solution 2) is FFS.


* * * * End of Change 4 * * * *
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